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1. Overall Description:

SA6 defined Service provisioning procedures between the Edge Configuration Server and the Edge Enabler Client as part of the EDGEAPP work. 
This Figure shows the architecture for enabling edge applications taken from TS 23.558 v0.1.2:
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As part of the Edge Configuration Server Provisioning response to the Edge Enabler Client, the Edge Configuration Server may provision the Edge Enabler Client with "EDN connection info" which includes a DNN (or APN). It is SA6’s understanding that a UE Application may provide a DNN.  (TS 23.503 makes the following statement about the DNN field of a Traffic Descriptor: "This is matched against the DNN information provided by the application.").
Q1: SA6 kindly requests that SA2 comment on whether SA6’s understanding that a UE Application may provide a DNN is correct?
During SA6#36-BIS-e meeting, it was discussed in context of S6-200460 the proposal that "EDN connection info" also include S-NSSAI and DSCP markings that should be used for the connection with the EAS. It was recognized that in edge scenarios a potential conflict may arise between what is indicated in the EDN connection info and the URSP rules provided.
SA6 is aware that use of provisioning or configuration of URSP rules is optional by the operator.
TS 23.503 also states: "The ANDSP and URSP may be pre-configured in the UE or may be provisioned to UE from PCF." 
SA6 thinks that it is necessary to provision the Edge Enabler Client with Data Network Connectivity information in case URSP rules, ANDSP rules or UE local configuration are not configured or provisioned. SA6 is seeking advice from SA2 on how to handle the scenario when parameters provisioned by Edge Configuration Server create a conflict with URSP rules, ANDSP rules or UE local configuration.
Q2: SA6 kindly requests that SA2 comment on how to handle the scenario when parameters provisioned by Edge Configuration Server create a conflict with URSP rules, ANDSP rules or UE local configuration?
Q3: SA6 kindly requests that SA2 comment on whether S-NSSAI can be provisioned by 3rd party via the application layer?
2. Actions:

To SA2 group.

ACTION: 
SA6 kindly asks SA2 to answer the above questions.
3. Date of Next SA6 Meetings:

SA6#37 11th – 15th May 2020
e-meeting
SA6#38 6th – 10th July 2020
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



